DATA PROTECTION
Last updated June 2022

Preliminary section: Main amendments

As a trusted customer, the protection of your personal data is important to the BNP Paribas Group.
We have enhanced our Privacy Notice by being more transparent on the following information on:
- processing activities relating to commercial prospection
- processing activities relating to anti-money laundering and countering the financing of terrorism, and
international sanctions (freezing of assets)

Introduction

We take the protection of your personal data very seriously; accordingly, the BNP Paribas Group has adopted strong
principles in its Personal Data Protection Charter available at BNP Paribas - Data Protection (group. bnpparibas).

BNP Paribas Personal Finance ("We"), as a controller, through our brands is responsible for collecting and processing
your personal data in relation to its activities.

Our business is to help all our customers - individuals, entrepreneurs, small and medium-sized enterprises, large
companies and institutional investors - in their day-to-day banking activities and in achieving their projects thanks
to our financing, investment, savings and insurance solutions.

As a member of an integrated banking-insurance Group in collaboration with the various entities of the Group, we
provide our customers with a complete range of banking, insurance and leasing products and services.

The purpose of this Privacy Notice is to explain how we process your personal data and how you can control and
manage them.

Further information may be provided where necessary at the time of collection of your personal data.

1. ARE YOU SUBIECT TO THIS NOTICE?
This Privacy Notice applies to you, if you are ("You") :

9 one of our customers or in a contractual relationship with us (e.g., as a guarantor).

1 amember of our customer’s family. Indeed, our customers may occasionally share with us information about
their family when it is necessary to provide them with a product or service or to get to know them better.

1 aperson interested in our products or services when you provide us with your personal data (in an agency,
on our websites and applications, during events or sponsorship operations) so that we can contact you.

9 Successors and right holders.

9 originators or beneficiaries of your payment transactions

1  Persons responsible for the protection of adults.

9 Beneficiaries of your insurance contracts or policies and trusts.
1 Owners.

1

You are also concerned by this notice, as a professional, if you are:

- a legal representative or authorized person (mandates/delegations of powers) of a client company, partner, supplier,
or service provider of BNP Paribas Personal Finance.

+ a beneficial owner.

« shareholder.

« Freelance or auto-entrepreneur client (you have chosen to carry out your activity without creating a legal entity)
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When you provide us with personal data related to other people, please make sure that you inform them about the
disclosure of their personal data and invite them to read this Privacy Notice. We will ensure that we will do the same
whenever possible (e.g., when we have the person's contact details).

2. HOW CAN YOU CONTROL THE PROCESSING ACTIVITIES WE DO ON YOUR PERSONAL DATA ?
You have rights which allow you to exercise real control over your personal data and how we process them.

If you wish to exercise the rights listed below, please submit a request by mailing a letter to the following address
BNP Paribas Personal Finance - Service Consommateur CS 71015 44010 NANTES Cedex 1 -
with a scan/copy of your identity card where required.

If you have any questions relating to our use of your personal data under this Privacy Notice, please contact our Data
Protection Officer at the following address

By post/email:
BNP PARIBAS PERSONAL FINANCE

Délégué a la Protection des Données
ACI:BI' 1S TSA
30010 33914 BORDEAUX CEDEX 9

2.1. You can request access to your personal data

If you wish to have access to your personal data, we will provide you with a copy of the personal data you requested
as well as information relating to their processing.

Your right of access may be limited in the cases foreseen by laws and regulations. This is the case with the regulation
relating to anti-money laundering and countering the financing of terrorism, which prohibits us from giving you direct
access to your personal data processed for this purpose. In this case, you must exercise your right of access with the
Commi ssion Nationale de | 61l n,fwbichmid tequesiutiee dasatfrondus.s Li ber

2.2. You can ask for the correction of your personal data

Where you consider that your personal data are inaccurate or incomplete, you can request that such personal data be
modified or completed accordingly. In some cases, supporting documentation may be required.

2.3. You can request the deletion of your personal data
If you wish, you may request the deletion of your personal data, to the extent permitted by law.
2.4. You can object to the processing of your personal data based on legitimate interests

If you do not agree with a processing activity based on a legitimate interest, you can object to it, on grounds relating
to your particular situation, by informing us precisely of the processing activity involved and the reasons for the
objection. We will cease processing your personal data unless there are compelling legitimate grounds for doing so or
it is necessary for the establishment, exercise or defence of legal claims.

2.5. You can object to the processing of your personal data for commercial prospecting purposes
You have the right to object at any time to the processing of your personal data for commercial prospecting purposes,
including profiling, insofar as it is linked to such prospecting.

2.6. You can suspend the use of your personal data

If you question the accuracy of the personal data we use or object to the processing of your personal data, we will
verify or review your request. You may request that we suspend the use of your personal data while we review your
request.

2.7. You have rights against an automated decision

As a matter of principle, you have the right not to be subject to a decision based solely on automated processing based
on profiling or otherwise that has a legal effect or significantly affects you. However, we may automate such a decision
if it is necessary for the entering into or performance of a contract with us, authorised by regulation or if you have
given your consent.
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In any event, you have the right to challenge the decision, express your views and request the intervention of a
competent person to review the decision.

2.8. You can withdraw your consent

If you have given your consent to the processing of your personal data, you can withdraw this consent at any time.

2.9. You can request the portability of part of your personal data

You may request a copy of the personal data that you have provided to us in a structured, commonly used and
machine-readable format. Where technically feasible, you may request that we transmit this copy to a third party.

2.10. How to file a complaint with the Commission Nationaledel 6 1 nf or mati que et

In addition to the rights mentioned above, you may lodge a complaint with the competent supervisory authority, which
is usually the one in your place of residence, the Commission Nationale de l'Informatique et des Libertés (CNIL).

3. WHY AND ON WHICH LEGAL BASIS DO WE USE YOUR PERSONAL DATA?

In this section we explain why we process your personal data and the legal basis for doing so.

3.1. Your personal data is processed to comply with our various regulatory obligations

Your personal data are processed where necessary to enable us to comply with the regulations to which we are subject,
including banking and financial regulations.

3.1.1.  We use your personal data to:

1

= = -4 -—Aa -a -2

monitor operations and transactions to identify those which deviate from the normal routine/patterns (e.g,
when you withdraw a large sum of money in a country other than your place of residence);

manage and report risks (financial, credit, legal, compliance or reputational risks etc.) that the BNP Paribas
Group could incur in the context of its activities.

assist the fight against tax fraud and fulfil tax control and notification obligations;

record transactions for accounting purposes.

prevent, detect and report risks related to Corporate Social Responsibility and sustainable development;
detect and prevent bribery.

comply with the provisions applicable to trust service providers issuing electronic signature certificates.

exchange and report different operations, transactions or orders or reply to an official request from a duly
authorized local or foreign financial, tax, administrative, criminal or judicial authorities, arbitrators or
mediators, law enforcement, state agencies or public bodies.

detect situations of financial fragility in order to offer the appropriate support measures to the customers
concerned.

fulfill our notification obligation with the Banque de France (registration and deregistration in the Fichier
national des incidents de remboursement des crédits aux particuliers)

declare the closure or the modification of an account to the General Administration of Public Finance for the
maintenance of the FICOBA file. In this context, we disclose required information relating to the account
holder, his/her possible delegates or legal representatives.

ensure the security for the execution of payment services, detect and prevent fraud by authenticating the
payer within the framework of the Directive on Payment Services (PSD2);

3.1.2.  We also process your personal data for anti-money laundering and countering of the financing of

terrorism purposes

As part of a banking Group, we must have a robust system of anti-money laundering and countering of terrorism
financing (AML/TF) in each of our entities managed centrally, as well as a system for applying local, European and
international sanctions.
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In this context, we are joint controllers with BNP Paribas SA, the parent company of the BNP Paribas Group (the term
"We" in this section also includes BNP Paribas SA).

The processing activities performed to meet these legal obligations are detailed in Appendix 1.

3.2. Your personal data is processed to grant a contract to which you are a party or pre-contractual

measures taken at your request

Your personal data is processed when it is necessary to enter into or perform a contract to:

1

=

= == -4 -a

define your credit risk score and your reimbursement capacity.

evaluate (e.g., on the basis of your credit risk score) if we can offer you a product or service and under which
conditions (e.g., price);

provide you with the products and services subscribed to under the applicable contract.
manage existing debts during the amicable recovery phase (identification of customers with unpaid debts);
respond to your requests and assist you in your procedures.

ensure the settlement of your succession.

3.3. Your personal data is processed to fulfil our legitimate interest or that of a third party

Where we base a processing activity on legitimate interest, we balance that interest against your interests or
fundamental rights and freedoms to ensure that there is a fair balance between them. If you would like more
information about the legitimate interest pursued by a processing activity, please contact us using the contact details
provided in section 2 above.

3.3.1.  In the course of our business, we use your personal data to:

1 manage the risks to which we are exposed:
o we keep proof of operations or transactions, including in electronic evidence.
0 we monitor your transactions to manage, prevent and detect fraud

o we manage over-indebtedness, litigation (judicial and extrajudicial) and the recovery of arrears
In this context, we are data controllers jointly with Neuilly Contentieux;

o we handle legal claims and defences in the event of litigation.
o we develop individual statistical models in order to help define your creditworthiness.

1 enhance cyber security, manage our platforms and websites, and ensure business continuity.

1  use video surveillance to prevent personal injury and damage to people and property.

1 enhance the automation and efficiency of our operational processes and customer services (e.g.,
automatic filling of complaints, tracking of your requests and improvement of your satisfaction based
on personal data collected during our interactions with you such as phone recordings, e-mails or

chats).

9 carry out financial operations such as debt portfolio sales, securitizations, financing or refinancing of
the BNP Paribas Group.

91 conduct statistical studies and develop predictive and descriptive models for:

o commercial purpose: to identify the products and services that could best meet your needs, to

create new
o purpose enhance
0 purpose { anti- and
0 anti- purposes
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